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Abstract It is quite important to recognize the vulnerability of speaker verification (SV) systems against voice mimicry 
attacks and to propose countermeasure methods against them. This paper describes an acoustic feature analysis using 
imitated speech uttered by non-professional speakers and a performance degradation of an HMM-based SV system by the 
mimicry attacks using the imitated speech.  We collected normal/imitated speech uttered by 6 males and 6 females, and 
analyzed the cepstral feature changes by the imitation. The analysis results show the tendency that the acoustic features of the 
speakers’ voice significantly change by their efforts of the imitation, whereas the distance of the acoustic features between 
imitated and target speaker’s speech is still large. The experimental results on the SV system performance show that the 
mimicry attacks increase equal error rates by 1.2 to 2.7 times. These facts indicate that non-professional mimicry attacks 
rarely succeed in spoofing the SV system and yield actual performance degradations in spite of the situation where there is a
large gap of acoustic features between imitated and target speech.
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Fig. 1: Analysis target: distances among four kinds of 

utterances by imitators and target speakers.  
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Table 1: Means of cepstral distances A~D for each 
speaker group (standard deviations in parentheses) . 
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Table 2: Analysis results of cepstral distance changes 
caused by imitations (Female).  

ID 
 

B/A B/D 

F01 2.30 0.65 
F02 1.30 0.58 
F03 0.82 0.71 
F04 3.51 0.65 
F05 0.89 0.80 
F06 1.08 0.84 

 
3

 
Table 3: Analysis results of cepstral distance changes 

caused by imitations (Male).  

ID 
  

 
 

 
B/A B/D B/A B/D B/A B/D 

M01 2.57 0.45 0.57 0.44 0.96 0.63 
M02 0.68 0.41 1.80 0.52 1.07 0.63 
M03 1.23 0.76 1.53 0.39 1.25 0.65 
M04 1.01 0.54 1.11 0.37 0.96 0.52 
M05 2.09 0.50 2.82 1.40 1.07 0.83 
M06 0.31 0.46 1.60 0.54 1.16 0.62 
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Fig. 2: Effect of voice imitations on equal error rates .  

Top: Female (first recording session), Middle: Male (first 

recording session), Bottom: Male (second recording session).  
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Fig 3: The change of false acceptance rates by voice imitations.  

Top: Female (first recording session), Middle: Male (first 

recording session), Bottom: Male (second recording session).  
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